
Consent form 

We (the legal representatives) herewith allow our son/daughter: 

First name: 

Surname: 

House number, street: 

Postal code, place: 

Date of birth: 

to participate in the following PROPAIN Rookies Cup cycling competition.  

Location of the event: 

Country of the event: 

Date of the event:  

We agree to all legal provisions of the liability exclusion clause, which we accepted when registering 

our child for the event.  

By signing, the participant confirms that he/she has read and accepted the data protection declaration 

on the back page (resp. on page 2). 

If there are two legal guardians, both must sign. 

        Place        Date Legal guardian’s signature 

if applic:         Place        Date Legal guardian’s signature 

All participants under 18 years of age must bring this form filled out and signed when collecting their 

race number and hand it in to the organizers. Participation in the race is only possible if a declaration 

of consent is provided.

© Racement 2024 



Data Protection Declaration  
 
The processing of personal data, such as the name, address, e-mail address, or telephone number of a data subject shall always be in line with the General 
Data Protection Regulation (GDPR), and in accordance with the country-specific data protection regulations applicable to the Racement GmbH. By means of 
this data protection declaration, our enterprise and the organizer of the race would like to inform the data subject of the nature, scope, and purpose of the 
personal data we collect, use and process. Furthermore, data subjects are informed, by means of this data protection declaration, of the rights to which they 
are entitled. 
As the controller, the Racement GmbH has implemented numerous technical and organizational measures to ensure the most complete protection of 
personal data processed through the services in relation to the event. However, Internet-based data transmissions may in principle have security gaps, so 
absolute protection may not be guaranteed. For this reason, every data subject is free to transfer personal data to us via alternative means, e.g. by telephone. 
 
1. Name and Address of the controller 
Controller for the purposes of the General Data Protection Regulation (GDPR), other data protection laws applicable in Member states of the European Union 
and other provisions related to data protection is:  
Racement GmbH, Bücheloher Str. 20, 98693 Ilmenau, Germany, Phone: +4936776897950, Email: info@racement.com, Website: www.racement.com 
 
2. Collection of general data and information 
The participation in an event und especially the related result service is only possible with personal data. The participant agrees with his registration for the 
race, that personal data will be used, collected and processed. At the registration form it is visible, which of these data will be published for a necessary 
depiction of result and start lists. 
The registration of the data subject, with the voluntary indication of personal data, is intended to enable the controller to offer the data subject contents or 
services that may only be offered to registered users due to the nature of the matter in question. Registered persons are free to change the personal data 
specified during the registration at any time, or to have them completely deleted from the data stock of the controller, but by reason of the matter, published 
data at participation, start and result lists are not able to change and delete. 
The data controller shall, at any time, provide information upon request to each data subject as to what personal data are stored about the data subject. In 
addition, the data controller shall correct or erase personal data at the request or indication of the data subject, insofar as there are no statutory storage 
obligations resp. reasond by the matter the data are published and transferred. The entirety of the controller’s employees is available to the data subject in 
this respect as contact persons. 
 
3. Contact possibility via the websites 
If a data subject wants to be informed about the personal data or if he or she want to rectify resp. erase, the data subject can contact the Racement GmbH via 
the above-mentioned address, phone number, e-mail-address or by using the contact form at the official website.  
 
4. Rights of the data subject 
a) Right of confirmation, if personal data are being processed 
b) Right of access about the personal data stored at any time and the right to get a copy of this information 
c) Right to rectification of inaccurate personal data concerning him or her 
d) Right to erasure (Right to be forgotten) 
e) Right of restriction of processing 
f) Right to data portability 
g) Right to object of processing personal data 
h) Automated individual decision-making, including profiling 
i) Right to withdraw data protection consent 
If the data subject wishes to exercise one of the mentioned rights, he or she may, at any time, contact any employee of the Racement GmbH. 
 
5. Legal basis for the processing 
Art. 6(1) lit. a GDPR serves as the legal basis for processing operations for which we obtain consent for a specific processing purpose. If the processing of 
personal data is necessary for the performance of a contract to which the data subject is party, as is the case, for example, when processing operations are 
necessary for the supply of goods or to provide any other service, the processing is based on Article 6(1) lit. b GDPR. The same applies to such processing 
operations which are necessary for carrying out pre-contractual measures, for example in the case of inquiries concerning our products or services. Is our 
company subject to a legal obligation by which processing of personal data is required, such as for the fulfilment of tax obligations, the processing is based on 
Art. 6(1) lit. c GDPR. In rare cases, the processing of personal data may be necessary to protect the vital interests of the data subject or of another natural 
person. This would be the case, for example, if a visitor were injured in our company and his name, age, health insurance data or other vital information 
would have to be passed on to a doctor, hospital or other third party. Then the processing would be based on Art. 6(1) lit. d GDPR. Finally, processing 
operations could be based on Article 6(1) lit. f GDPR. This legal basis is used for processing operations which are not covered by any of the abovementioned 
legal grounds, if processing is necessary for the purposes of the legitimate interests pursued by our company or by a third party, except where such interests 
are overridden by the interests or fundamental rights and freedoms of the data subject which require protection of personal d ata. Such processing operations 
are particularly permissible because they have been specifically mentioned by the European legislator. He considered that a legitimate interest could be 
assumed if the data subject is a client of the controller (Recital 47 Sentence 2 GDPR). 
 
6. The legitimate interests pursued by the controller or by a third party  
Where the processing of personal data is based on Article 6(1) lit. f GDPR our legitimate interest is to carry out our business in favour of the well-being of all 
our employees and the shareholders. 
 
7. Period for which the personal data will be stored 
The criteria used to determine the period of storage of personal data is the respective statutory retention period. After exp iration of that period, the 
corresponding data is routinely deleted, as long as it is no longer necessary for the fulfilment of the contract or the initiation of a contract. 
If a subject creates an account at the online registration system, but doesn’t use this account and therefore are no reasons to store the data concerning the 
statutory storage obligations, the account and the personal data will be deleted latest one year later.  
 
8. Provision of personal data as statutory or contractual requirement; Requirement necessary to enter into a contract; Obligation of the data subject to 
provide the personal data; possible consequences of failure to provide such data 
We clarify that the provision of personal data is partly required by law (e.g. tax regulations) or can also result from contractual provisions (e.g. information on 
the contractual partner). Sometimes it may be necessary to conclude a contract that the data subject provides us with personal data, which must 
subsequently be processed by us. The data subject is, for example, obliged to provide us with personal data when our company signs a contract with him or 
her. The non-provision of the personal data would have the consequence that the contract with the data subject could not be concluded. Before personal 
data is provided by the data subject, the data subject must contact any employee. The employee clarifies to the data subject whether the provision of the 
personal data is required by law or contract or is necessary for the conclusion of the contract, whether there is an obligation to provide the personal data and 
the consequences of non-provision of the personal data. 


